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Are massively multiplayer online games and virtual 
worlds potential havens for activities that require a  
systemic response in the name of national security? 
This is the question raised by more than one secret  
service over the past decade. The rise of online gaming 
has not only changed the way we think about role-play-

ing, but also transformed the strategy genre; networked 
computing also spawned virtual worlds that are venues 
for congregating, exploring, communicating, and com-
merce. They rely on data flows that are minutely logged 
and analyzed – not only by publishers of games and 
virtual worlds themselves, but also by secret services.

Public Talk: Monday, 24 June 2024
17:00 at the Zukunftskolleg, Y 326  
18:30 Post-Talk Reception at the GameLab’s Research Room, C 202

Troll Security: Espionage 
in Virtual Worlds
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